Reading Question 3 (12 Points)

Connection to 5.206.225.96 23 port [tcp/telnet] succeeded!
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- A text-based MUD by Oscar Popodokulus -

No account? Register at www.elrooted.com
Enter user yop

yop

Enter pass yop
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Disconnected by server. |
Press any key to exit.

Please read the following paper Understanding the Mirai Botnet and review
the Github repo Mirai Source Code. Answer the following questions (you can
also use other online materials or papers that been presented in class):

1. Which programming language has been used to create the Mirai bot and
which programming language have been used for the command & control
(C&C) part?

2. Why Mirai malware can be used for launching a DDOS attack?


https://www.usenix.org/system/files/conference/usenixsecurity17/sec17-antonakakis.pdf
https://github.com/jgamblin/Mirai-Source-Code/tree/master/mirai

3. If you've been asked to build a defense mechanism for loT device to
defense against Mirai, what's your solution?
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